Załącznik nr 7 do Zapytania Ofertowego nr **ZK/06/WSPNP/2025**

**Wzór umowy powierzenia przetwarzania danych**

zawarta w Kielcach w dniu ………..………….. pomiędzy:

Grupą MAC S.A. z siedzibą w Kielcach pod adresem ul. Witosa 76, 25-561 Kielce, wpisaną do Rejestru Przedsiębiorców prowadzonego przez Sąd Rejonowy w Kielcach, X Wydział Gospodarczy Krajowego Rejestru Sądowego pod numerem 0000047059, o w całości opłaconym kapitale zakładowym w wysokości 500.000,00 zł, posiadającą NIP 6570082245, REGON 008149990, reprezentowaną przez Grzegorza Kowalskiego - Prezesa Zarządu i Patryka Tomczyka - Członka Zarządu zwaną dalej w treści umowy „Administratorem danych”,

a

…………………………………………………… z siedzibą w …………………………………………… NIP …………………………., REGON…………………………………, reprezentowaną/nym przez: ……………………………….-………………………….

zwaną/-ym w dalszej części umowy: **„Podmiotem przetwarzającym”,** zwanymi łącznie **„Stronami”**, o następującej treści:

**§ 1.**

**Powierzenie danych osobowych**

Strony zgodnie oświadczają, że w dniu ………………….. zawarły umowę ……………….…………………, zwaną dalej Umową główną, na podstawie której Podmiot przetwarzający będzie przetwarzał dane osobowe na udokumentowane polecenie Administratora danych osobowych na warunkach określonych w  niniejszej umowie.

1. Strony zgodnie oświadczają, że niniejsza umowa reguluje prawa i obowiązki Stron oraz kwestie związane z zakresem, celem oraz zasadami przetwarzania danych osobowych w związku   
   z wykonywaniem Umowy głównej.
2. Administrator danych osobowych powierza Podmiotowi przetwarzającemu do przetwarzania dane osobowe w zakresie określonym poniżej.
3. Administrator danych osobowych powierza Podmiotowi przetwarzającemu do przetwarzania następujące dane osobowe uczestników zajęć:
   1. imię i nazwisko uczestnika,
   2. PESEL,
   3. numer telefonu,
   4. informacja o posiadaniu orzeczenia o niepełnosprawności,
   5. wykształcenie.

w systemach informatycznych oraz w wersji papierowej w zakresie następujących czynności przetwarzania: zbieranie, organizowanie, porządkowanie, przechowywanie, adaptowanie lub modyfikowanie, pobieranie, przeglądanie, wykorzystywanie, ujawnianie poprzez przesłanie, rozpowszechnianie lub innego rodzaju udostępnianie, dopasowywanie lub łączenie, ograniczanie, usuwanie lub niszczenie.

1. Podmiot przetwarzający oświadcza, że powierzone mu dane osobowe będą przechowywane na własnych/cudzych (\*niewłaściwe skreślić) serwerach znajdujących się w ……………………….…………..
2. Poprzez zawarcie Umowy głównej oraz niniejszej umowy Administrator danych osobowych poleca przetwarzanie danych osobowych Podmiotowi przetwarzającemu, a także każdej osobie działającej po udzieleniu upoważnienia przez Podmiot przetwarzający, co Strony uznają za udokumentowane polecenie w rozumieniu art. 28 ust. 3 lit. a w zw. z art. 29 Rozporządzenia Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony osób fizycznych w związku z przetwarzaniem danych osobowych i w sprawie swobodnego przepływu takich danych oraz uchylenia dyrektywy 95/46/WE (ogólne rozporządzenie o ochronie danych) (Dz. U. UE. L. z 2016 r. Nr 119, str. 1) , zwanego dalej Rozporządzeniem.
3. Powierzone przez Administratora danych osobowych Podmiotowi przetwarzającemu dane osobowe mogą być przetwarzane wyłącznie w celu realizacji Umowy głównej.
4. Podmiot przetwarzający zobowiązuje się przetwarzać, w tym wykorzystywać powierzone mu przez Administratora danych osobowych dane osobowe wyłącznie w celu oraz zakresie określonym   
   w niniejszym paragrafie.

**§ 2.**

**Oświadczenia i obowiązki Podmiotu przetwarzającego**

1. Podmiot przetwarzający zobowiązuje się przetwarzać powierzone mu dane osobowe zgodnie   
   z niniejszą umową oraz przepisami powszechnie obowiązującego prawa, w tym przepisami prawa krajowego oraz europejskiego dotyczącego ochrony danych osobowych.
2. Podmiot przetwarzający oświadcza, że ma wdrożone odpowiednie środki techniczne   
   i organizacyjne, by przetwarzanie danych osobowych spełniało wymogi przewidziane przepisami prawa, o których mowa w ust. 1 i chroniło prawa osób, których dane dotyczą. Podmiot przetwarzający oświadcza, że stosowane przez niego środki techniczne i organizacyjne zapewniają adekwatny stopień bezpieczeństwa zgodny z obowiązującymi przepisami prawa, w tym środki określone w art. 32 Rozporządzenia, do których należą między innymi:
   1. kontrola dostępu do sprzętu i danych,
   2. kontrola nośników danych,
   3. kontrola przechowywania,
   4. kontrola wprowadzania i przesyłu danych.
3. Podmiot przetwarzający oświadcza, że do przetwarzania powierzonych na podstawie Umowy danych osobowych dostęp będą miały osoby, które:
   1. zostały przez Podmiot przetwarzający upoważnione do przetwarzania danych osobowych zgodnie z obowiązującymi przepisami prawa,
   2. zobowiązały się do zachowania powierzonych danych osobowych w tajemnicy lub które podlegają ustawowemu obowiązkowi zachowania tajemnicy, zarówno w trakcie trwania stosunku prawnego pomiędzy tymi osobami a Podmiotem przetwarzającym, jak i po jego ustaniu.
4. Podmiot przetwarzający zobowiązuje się, w miarę możliwości, do udzielania w niezbędnym zakresie pomocy Administratorowi danych osobowych poprzez odpowiednie środki techniczne   
   i organizacyjne wywiązania się z obowiązku odpowiadania na żądania osoby, której dane dotyczą oraz wywiązywania się z obowiązków określonych w art. 32-36 Rozporządzenia.
5. Podmiot przetwarzający po stwierdzeniu naruszenia ochrony danych osobowych, bez zbędnej zwłoki, nie później niż w ciągu 24 godzin od stwierdzenia naruszenia, zgłasza je Administratorowi danych osobowych.
6. Podmiot przetwarzający zobowiązuje się do poinformowania, bez zbędnej zwłoki, nie później niż w ciągu 2 dni, o:
   1. wszczęciu jakiegokolwiek postępowania sądowego lub administracyjnego prowadzonego przez jakiekolwiek organy publiczne lub sądy, dotyczącego przetwarzania powierzonych Podmiotowi przetwarzającemu danych osobowych oraz o jego wyniku,
   2. wszelkich decyzjach administracyjnych lub orzeczeniach wydanych w stosunku do Podmiotu przetwarzającego dotyczących przetwarzania powierzonych Podmiotowi przetwarzającemu danych osobowych oraz jednocześnie przesłania kopii tej decyzji lub orzeczenia,
   3. wszczęciu jakiejkolwiek kontroli lub inspekcji, których przedmiotem jest przetwarzanie powierzonych Podmiotowi przetwarzającemu danych osobowych, w szczególności prowadzonych przez organ nadzorczy oraz o jej wyniku.
7. Po rozwiązaniu lub wygaśnięciu niniejszej umowy, Podmiot przetwarzający jest bezwzględnie zobowiązany do zaprzestania przetwarzania powierzonych mu na podstawie niniejszej umowy danych osobowych oraz ich usunięcia po ustaniu przesłanek przetwarzania oraz przedstawienia podpisanego przez osoby uprawnione protokołu z wykonanej czynności i usunięcia wszelkich istniejących kopii danych osobowych, niezwłocznie, nie później niż w terminie 2 dni od dnia rozwiązania lub wygaśnięcia niniejszej umowy, chyba że powszechnie obowiązujące przepisy prawa krajowego lub europejskiego nakazują przechowywanie danych osobowych.

**§ 3.**

**Oświadczenia i obowiązki Administratora danych osobowych**

1. Administrator danych osobowych oświadcza, że jest uprawniony zgodnie z obowiązującymi przepisami prawa do przetwarzania danych osobowych, które powierza na podstawie niniejszej umowy Podmiotowi przetwarzającemu.
2. Administrator danych osobowych jest zobowiązany do współdziałania z Podmiotem przetwarzającym w zakresie realizacji niniejszej umowy.

**§ 4.**

**Prawo kontroli**

1. Administratorowi danych osobowych lub osobie upoważnionej przez Administratora danych osobowych przysługuje prawo kontroli prawidłowej realizacji, w tym audytu i inspekcji przez Podmiot przetwarzający postanowień niniejszej umowy, po uprzednim zawiadomieniu Podmiotu przetwarzającego z 3-dniowym wyprzedzeniem.
2. Podmiot przetwarzający zobowiązany jest do udostępnienia Administratorowi danych osobowych wszelkich informacji niezbędnych do wykazania spełnienia obowiązków określonych w niniejszej umowie oraz przepisach prawa, o których mowa w § 2 ust. 1 niniejszej umowy oraz przyczyniania się do przeprowadzenia przez Administratora danych osobowych czynności, o których mowa w ust. 1 powyżej.
3. W celu wykonania kontroli, o której mowa w ust. 1, osoby upoważnione przez Administratora danych osobowych mają prawo do:
   1. wstępu do pomieszczeń, w których przetwarzane są dane osobowe i przeprowadzenia niezbędnych czynności kontrolnych,
   2. żądania złożenia pisemnych i ustnych wyjaśnień w celu ustalenia stanu faktycznego,
   3. przeprowadzania oględzin urządzeń, nośników oraz systemów informatycznych służących do przetwarzania danych.
4. Z czynności kontrolnych sporządza się protokół, którego jeden egzemplarz doręcza się Podmiotowi przetwarzającemu.
5. Podmiot przetwarzający niezwłocznie informuje Administratora danych osobowych, jeżeli jego zdaniem wydane mu polecenie stanowi naruszenie przepisów powszechnie obowiązującego prawa krajowego lub europejskiego.
6. Po kontroli, o której mowa w ust. 1 Administrator danych osobowych może zredagować i żądać wykonania zaleceń pokontrolnych, o ile są one zgodne z niniejszą umową i przepisami prawa powszechnie obowiązującego oraz określić termin ich realizacji. W przypadku niewykonania zaleceń w terminie, Administrator danych osobowych wyznaczy dodatkowy termin, a w przypadku jego niedotrzymania przez Podmiot przetwarzający, Administrator danych osobowych może niniejszą umowę rozwiązać.

**§ 5.**

**Podpowierzenie/Przekazanie danych osobowych do państw trzecich/udostępnienie danych**

1. Podmiot przetwarzający może korzystać z usług innego podmiotu przetwarzającego (dalej jako Podwykonawca) na co Administrator danych osobowych wyraża zgodę pod warunkiem, że dalsze powierzenie przetwarzania danych będzie konieczne do prawidłowej realizacji przez Podmiot przetwarzający celu, o którym mowa w § 1 ust. 7 niniejszej umowy. Podmiot przetwarzający musi każdorazowo poinformować Administratora danych o podmiocie, któremu chce podpowierzyć dane, a Administrator w rozsądnym terminie, nie dłuższym niż 7 dni może wyrazić sprzeciw przeciwko podpowierzeniu.
2. Podmiot przetwarzający oświadcza, że na dzień zawarcia umowy następujące podmioty trzecie, na podstawie zawartych z Podmiotem przetwarzającym umów, mogą mieć dostęp do powierzonych przez Administratora danych osobowych:
   1. ……………………………
   2. ……………………………..

na co Administrator danych osobowych wyraża zgodę.

1. Podmiot przetwarzający oświadcza, że z podmiotami wymienionymi w ust. 2 powyżej zawarł,   
   a z innymi Podwykonawcami zaakceptowanymi przez Administratora danych zawrze umowy powierzenia przetwarzania danych spełniające wymogi prawne oraz, że podmioty te spełniają/będą spełniać wszelkie wymogi związane z gwarancją bezpieczeństwa powierzanych im danych osobowych.
2. Podwykonawca jest zobowiązany do spełnienia tych samych gwarancji i obowiązków, jakie zostały nałożone na Podmiot przetwarzający na podstawie niniejszej umowy, w szczególności do spełnienia obowiązku zapewnienia wystarczających gwarancji wdrożenia odpowiednich środków technicznych i organizacyjnych, by przetwarzanie odpowiadało wymogom przepisów powszechnie obowiązującego prawa krajowego i europejskiego.
3. Podmiot przetwarzający ponosi pełną odpowiedzialność wobec Administratora danych osobowych za niewywiązanie się przez Podwykonawcę z obowiązków, o których mowa w ust. 4.
4. Administrator danych oświadcza, że przekazanie powierzonych danych osobowych do państwa trzeciego – Kanada i USA następuje na udokumentowane polecenie Administratora danych osobowych wynikające z Umowy głównej.

**§ 6.**

1. Umowa zostaje zawarta na czas obowiązywania Umowy Głównej.
2. Administrator danych osobowych jest uprawniony do rozwiązania niniejszej umowy ze skutkiem natychmiastowym w przypadku, gdy:
   1. zostanie stwierdzone prawomocną decyzją administracyjną lub prawomocnym wyrokiem sądu, że Podmiot przetwarzający naruszył zasady ochrony danych osobowych, o których mowa w niniejszej umowie,
   2. Podmiot przetwarzający nie przestrzega zasad przetwarzania danych osobowych określonych w niniejszej umowie oraz obowiązujących przepisach prawa europejskiego i krajowego,
   3. Podmiot przetwarzający powierzył przetwarzanie danych osobowych innemu podmiotowi z naruszeniem § 5 ust. 1 niniejszej umowy lub przekazał powierzone dane osobowe do państwa trzeciego lub organizacji międzynarodowych z naruszeniem § 5 ust. 4 niniejszej umowy.
3. W przypadku rozwiązania niniejszej umowy, rozwiązaniu ulega Umowa główna.

**§ 7.**

**Naruszenie ochrony danych osobowych**

W przypadku naruszenia przepisów powszechnie obowiązującego prawa, w tym krajowego i europejskiego prawa dotyczącego ochrony danych osobowych, z przyczyn leżących po stronie Podmiotu przetwarzającego, w następstwie którego Administrator danych osobowych zostanie obciążony grzywną, karą administracyjną lub zostanie zobowiązany do wypłaty odszkodowania lub jakiejkolwiek innej należności bez względu na podstawę prawną, podmiot przetwarzający zobowiązuje się do zwrotu na rzecz Administratora danych osobowych równowartości kwot poniesionych przez Administratora danych osobowych z w/w tytułów oraz innych poniesionych przez Administratora danych osobowych kosztów związanych z dochodzeniem od niego należności przez podmioty trzecie lub organy publiczne.

**§ 8.**

Zgodnie z art. 13 i 14 rozporządzenia Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony osób fizycznych w związku z przetwarzaniem danych osobowych i w sprawie swobodnego przepływu takich danych oraz uchylenia dyrektywy 95/46/WE (ogólne rozporządzenie o ochronie danych) (Dz. Urz. UE. L 119 z 4.5.2016, s. 1, z późn. zm.), zwanego dalej „RODO”, informuje się, że:

**Administrator danych osobowych**

Administratorem Państwa danych osobowych jest Grupa MAC S.A. z siedzibą w Kielcach (25-561) przy ul. Witosa 76 (zwane dalej jako: Administrator), z którym można się skontaktować:

* 1. pisemnie kierując korespondencję na adres: ul. Witosa 76, 25-561 Kielce
  2. telefonicznie pod numerem: 41 366 55 55
  3. e-mailowo pod adresem: [mac@mac.pl](mailto:mac@mac.pl)

Ponadto, informuje się, że minister właściwy ds. rozwoju regionalnego występuje w roli administratora i gestora systemu CST2021 odpowiedzialnego za administrowanie CST2021.

**Dane kontaktowe Inspektora Ochrony Danych**

Wyznaczono Inspektora Ochrony Danych, z którym można skontaktować się we wszystkich sprawach dotyczących przetwarzania Pani/Pana danych osobowych oraz korzystania z praw związanych z przetwarzaniem Pani/Pana danych osobowych:

1. pisemnie kierując korespondencję na adres: ul. Witosa 76, 25-561 Kielce
2. telefonicznie pod numerem: 665055183
3. e-mailowo pod adresem: [aneta.jakubowska@mac.pl](mailto:aneta.jakubowska@mac.pl)

**Cele przetwarzania danych osobowych**

Pani/Pana dane osobowe są przetwarzane do celów wypełnienia obowiązków prawnych ciążących na Administratorze związanych z:

1. wykonywaniem zadań związanych z realizacją projektu nr FESW.08.02-IZ.00-0048/24 pn. „Wspierająca szkoła – potencjał na przyszłość” w ramach programu regionalnego Fundusze Europejskie dla Świętokrzyskiego 2021-2027, w szczególności do celów monitorowania, sprawozdawczości, komunikacji, publikacji, ewaluacji, zarządzania finansowego, weryfikacji i audytów oraz, w stosownych przypadkach, do celów określenia kwalifikowalności uczestników;
2. wykonywaniem obowiązku przechowywania, w tym archiwizacji dokumentacji związanej z realizacją projektu na warunkach i zasadach określonych w umowie o dofinansowanie projektu z dnia 10.02.2025r.

Ponadto Pani/Pana dane osobowe w zakresie wizerunku mogą być przetwarzane m.in. do celów informacyjno-promocyjnych związanych z realizacją programu regionalnego Fundusze Europejskie dla Świętokrzyskiego 2021-2027.

**Podstawa prawna przetwarzania danych osobowych:**

Przetwarzanie Pani/Pana danych osobowych odbywa się na zasadach określonych w szczególności w:

1. rozporządzeniu Parlamentu Europejskiego i Rady (UE) 2021/1060 z dnia 24 czerwca 2021 r. ustanawiającym wspólne przepisy dotyczące Europejskiego Funduszu Rozwoju Regionalnego, Europejskiego Funduszu Społecznego Plus, Funduszu Spójności, Funduszu na rzecz Sprawiedliwej Transformacji i Europejskiego Funduszu Morskiego, Rybackiego i Akwakultury, a także przepisy finansowe na potrzeby tych funduszy oraz na potrzeby Funduszu Azylu, Migracji i Integracji, Funduszu Bezpieczeństwa Wewnętrznego i Instrumentu Wsparcia Finansowego na rzecz Zarządzania Granicami i Polityki Wizowej (Dz. Urz. UE L 231 z 30.6.2021, s. 159, z późn. zm.);
2. rozporządzeniu Parlamentu Europejskiego i Rady (UE) 2021/1057 z dnia 24 czerwca 2021 r. ustanawiającym Europejski Fundusz Społeczny Plus (EFS+) oraz uchylającego rozporządzenie (UE) nr 1296/2013 (Dz. Urz. UE L 231 z 30.6.2021, s. 21, z późn. zm.);
3. ustawie z dnia 28 kwietnia 2022 r. o zasadach realizacji zadań finansowanych ze środków europejskich w perspektywie finansowej 2021-2027 (Dz. U. z 2022 r. poz. 1079), zwanej dalej „ustawą wdrożeniową”;
4. ustawie z dnia 14 lipca 1983 r. o narodowym zasobie archiwalnym i archiwach (Dz. U. z 2020 r. poz. 164, z późn. zm.) w zw. z rozporządzeniem Prezesa Rady Ministrów z dnia 18 stycznia 2011 r. w sprawie instrukcji kancelaryjnej, jednolitych rzeczowych wykazów akt oraz instrukcji w sprawie organizacji i zakresu działania archiwów zakładowych (Dz. U. z 2011 r. Nr 14, poz. 67, z późn. zm.).

Podstawą prawną przetwarzania Pani/Pana danych osobowych jest:

1. art. 6 ust. 1 lit. a RODO – przetwarzanie danych osobowych (wizerunku) następuje na podstawie wyrażonej przez Panią/Pana zgody w jednym lub w większej liczbie określonych celów;
2. art. 6 ust. 1 lit. c RODO w zw. z art. 87 ust. 1 i art. 88 ustawy wdrożeniowej – przetwarzanie danych osobowych jest niezbędne do wypełniania obowiązku prawnego ciążącego na Administratorze;
3. art. 6 ust. 1 lit. c RODO w zw. z art. 6 ust. 1, 1a, 2b i 2d ustawy o narodowym zasobie archiwalnym i archiwach oraz rozporządzeniem Prezesa Rady Ministrów w sprawie instrukcji kancelaryjnej, jednolitych rzeczowych wykazów akt oraz instrukcji w sprawie organizacji i zakresu działania archiwów zakładowych – przetwarzanie danych osobowych jest niezbędne do wypełniania obowiązku prawnego ciążącego na Administratorze;
4. art. 9 ust. 2 lit. g RODO – w zw. z art. 87 ust. 3 ustawy wdrożeniowej – przetwarzanie danych dotyczących pochodzenia rasowego lub etnicznego lub zdrowia, o których mowa w art. 9 RODO, jest niezbędne ze względów związanych z ważnym interesem publicznym, na podstawie prawa Unii lub prawa państwa członkowskiego, które są proporcjonalne do wyznaczonego celu, nie naruszają istoty prawa do ochrony danych i przewidują odpowiednie i konkretne środki ochrony praw podstawowych i interesów osoby, której dane dotyczą, z obowiązkiem zachowaniem poufności tych danych przez osoby upoważnione do ich przetwarzania;
5. art. 10 RODO w zw. z art. 87 ust. 3 ustawy wdrożeniowej – przetwarzanie danych dotyczących terminu zakończenia odbywania kary pozbawienia wolności przez osoby skazane, o których mowa w art. 10 RODO, odnoszących się do tych osób, może być dokonywane na podstawie art. 6 ust. 1 RODO wyłącznie pod nadzorem władz publicznych lub jeżeli przetwarzanie jest dozwolone prawem Unii lub prawem państwa członkowskiego przewidującymi odpowiednie zabezpieczenia praw i wolności osób, których dane dotyczą, z obowiązkiem zachowaniem poufności tych danych przez osoby upoważnione do ich przetwarzania.

**Kategorie odnośnych danych osobowych**

Zakres Pani/Pana danych osobowych, które może przetwarzać Administrator wynika z art. 87 ust. 2 i 3 ustawy wdrożeniowej. Administrator może przetwarzać także Pani/Pana wizerunek na podstawie wyrażonej przez Panią/Pana zgody.

**Źródło pochodzenia danych osobowych**

Zgodnie z art. 87 ust. 1 ustawy wdrożeniowej Pani/Pana dane osobowe są pozyskiwane:

1. bezpośrednio od Pani/Pana;
2. z systemu teleinformatycznego lub
3. z rejestrów publicznych, o których mowa w art. 92 ust. 2 ustawy wdrożeniowej.

**Odbiorcy danych osobowych**

Pani/Pana dane osobowe mogą zostać ujawnione m.in. innym podmiotom na podstawie przepisów prawa, w szczególności podmiotom, o których mowa w art. 87 ust. 1 i art. 89 ust. 1 ustawie wdrożeniowej, organom Komisji Europejskiej, podmiotom upoważnionym przez Administratora, w tym pracownikom i współpracownikom Administratora, podmiotom, które wykonują usługi związane z obsługą i rozwojem systemów teleinformatycznych, a także zapewnieniem łączności, np. dostawcom rozwiązań IT i operatorom telekomunikacyjnym, operatorom pocztowym lub kurierskim.

**Przekazanie danych osobowych do państwa trzeciego lub organizacji międzynarodowej**

Pani/Pana dane osobowe nie będą przekazywane do państwa trzeciego ani do organizacji międzynarodowej.

**Okres przechowywania danych osobowych**

Pani/Pana dane osobowe są przechowywane przez okres niezbędny do realizacji celów, o których mowa powyżej.

**Prawa osoby, której dane dotyczą**

Jeśli podstawą przetwarzania Pani/Pana danych osobowych są art. 6 ust. 1 lit. c, art. 9 ust. 2 lit. g, art. 10 RODO, posiada Pani/Pan prawo:

1. dostępu do treści danych osobowych i uzyskania ich kopii (art. 15 RODO);
2. do sprostowania danych (art. 16 RODO);
3. do ograniczenia przetwarzania (art. 18 RODO).

Ponadto jeśli podstawą prawną przetwarzania Pani/Pana danych osobowych jest art. 6 ust. 1 lit. A RODO, posiada Pani/Pan także prawo do usunięcia danych – „prawo do bycia zapomnianym” (art. 17 RODO), prawo do przenoszenia danych (art. 20 RODO) oraz prawo do cofnięcia zgody w dowolnym momencie bez wpływu na zgodność z prawem przetwarzania, którego dokonano na podstawie zgody przed jej cofnięciem.

**Prawo wniesienia skargi do organu nadzorczego**

Na podstawie art. 77 RODO ma Pani/Pan prawo do wniesienia skargi do organu nadzorczego, tj. Prezesa Urzędu Ochrony Danych Osobowych z siedzibą w Warszawie, ul. Stawki 2, 00-193 Warszawa, gdy uzna Pani/Pan, że przetwarzanie danych osobowych Pani/Pana dotyczących narusza przepisy RODO.

**Informacja o wymogu podania danych osobowych**

Podanie przez Panią/Pana danych osobowych (za wyjątkiem wizerunku) jest wymogiem ustawowym. Ich niepodanie uniemożliwi realizację przez Administratora celów określonych powyżej.

**Informacja dotycząca zautomatyzowanego przetwarzania danych osobowych, w tym profilowania**

Pani/Pana dane osobowe nie podlegają zautomatyzowanemu podejmowaniu decyzji, w tym również profilowaniu, o którym mowa w art. 22 ust. 1 i 4 RODO.

Zgodnie z zapisami Umowy o dofinansowanie projektu nr FESW.08.02-IZ.00-0048/24 § 35 ust. 4 Grupa MAC S.A. zobowiązana jest do wykonywania i udokumentowania również w imieniu IZ obowiązku informacyjnego – KLAUZULA INFORMACYJNA

Zgodnie z art. 13 i 14 rozporządzenia Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony osób fizycznych w związku z przetwarzaniem danych osobowych i w sprawie swobodnego przepływu takich danych oraz uchylenia dyrektywy 95/46/WE (ogólne rozporządzenie o ochronie danych) (Dz. Urz. UE. L. 119 z 4.5.2016, s. 1, z późn. zm.), zwanego dalej „RODO”, informuje się, że:

**Administrator danych osobowych**

Administratorem Pani/Pana danych osobowych jest Zarząd Województwa Świętokrzyskiego z siedzibą w Kielcach, al. IX Wieków Kielc 3, 25-516 Kielce, pełniący funkcję Instytucji Zarządzającej programem regionalnym Fundusze Europejskie dla Świętokrzyskiego 2021-2027, tel.: 41/395-10-00, fax.: 41/344-52-65, e-mail: urzad.marszalkowski@sejmik.kielce.pl.

Ponadto, informuje się, że minister właściwy ds. rozwoju regionalnego występuje w roli administratora i gestora systemu CST2021 odpowiedzialnego za administrowanie CST2021.

**Dane kontaktowe Inspektora Ochrony Danych**

Wyznaczono Inspektora Ochrony Danych, z którym można skontaktować się we wszystkich sprawach dotyczących przetwarzania Pani/Pana danych osobowych oraz korzystania z praw związanych z przetwarzaniem Pani/Pana danych osobowych za pośrednictwem poczty elektronicznej: iod@sejmik.kielce.pl lub pisemnie na adres: Inspektor Ochrony Danych, Urząd Marszałkowski Województwa Świętokrzyskiego w Kielcach, al. IX Wieków Kielc 3, 25-516 Kielce.

**Cele przetwarzania danych osobowych**

Pani/Pana dane osobowe są przetwarzane do celów wypełnienia obowiązków prawnych ciążących na Administratorze związanych z:

1. wykonywaniem zadań związanych z realizacją programu regionalnego Fundusze Europejskie dla Świętokrzyskiego 2021-2027, w szczególności do celów monitorowania, sprawozdawczości, komunikacji, publikacji, ewaluacji, zarządzania finansowego, weryfikacji i audytów oraz, w stosownych przypadkach, do celów określenia kwalifikowalności uczestników;
2. archiwizacją dokumentacji.

Ponadto Pani/Pana dane osobowe w zakresie wizerunku mogą być przetwarzane m.in. do celów informacyjno-promocyjnych związanych z realizacją programu regionalnego Fundusze Europejskie dla Świętokrzyskiego 2021-2027.

**Podstawa prawna przetwarzania danych osobowych:**

Przetwarzanie Pani/Pana danych osobowych odbywa się na zasadach określonych w szczególności w:

1. rozporządzeniu Parlamentu Europejskiego i Rady (UE) 2021/1060 z dnia 24 czerwca 2021 r. ustanawiającym wspólne przepisy dotyczące Europejskiego Funduszu Rozwoju Regionalnego, Europejskiego Funduszu Społecznego Plus, Funduszu Spójności, Funduszu na rzecz Sprawiedliwej Transformacji i Europejskiego Funduszu Morskiego, Rybackiego i Akwakultury, a także przepisy finansowe na potrzeby tych funduszy oraz na potrzeby Funduszu Azylu, Migracji i Integracji, Funduszu Bezpieczeństwa Wewnętrznego i Instrumentu Wsparcia Finansowego na rzecz Zarządzania Granicami i Polityki Wizowej (Dz. Urz. UE L 231 z 30.6.2021, s. 159, z późn. zm.);
2. rozporządzeniu Parlamentu Europejskiego i Rady (UE) 2021/1057 z dnia 24 czerwca 2021 r. ustanawiającym Europejski Fundusz Społeczny Plus (EFS+) oraz uchylającego rozporządzenie (UE) nr 1296/2013 (Dz. Urz. UE L 231 z 30.6.2021, s. 21, z późn. zm.);
3. ustawie z dnia 28 kwietnia 2022 r. o zasadach realizacji zadań finansowanych ze środków europejskich w perspektywie finansowej 2021-2027 (Dz. U. z 2022 r. poz. 1079), zwanej dalej „ustawą wdrożeniową”;
4. ustawie z dnia 14 lipca 1983 r. o narodowym zasobie archiwalnym i archiwach (Dz. U. z 2020 r. poz. 164, z późn. zm.) w zw. z rozporządzeniem Prezesa Rady Ministrów z dnia 18 stycznia 2011 r. w sprawie instrukcji kancelaryjnej, jednolitych rzeczowych wykazów akt oraz instrukcji w sprawie organizacji i zakresu działania archiwów zakładowych (Dz. U. z 2011 r. Nr 14, poz. 67, z późn. zm.).

Podstawą prawną przetwarzania Pani/Pana danych osobowych jest:

1. art. 6 ust. 1 lit. a RODO – przetwarzanie danych osobowych (wizerunku) następuje na podstawie wyrażonej przez Panią/Pana zgody w jednym lub w większej liczbie określonych celów;
2. art. 6 ust. 1 lit. c RODO w zw. z art. 87 ust. 1 i art. 88 ustawy wdrożeniowej – przetwarzanie danych osobowych jest niezbędne do wypełniania obowiązku prawnego ciążącego na Administratorze;
3. art. 6 ust. 1 lit. c RODO w zw. z art. 6 ust. 1, 1a, 2b i 2d ustawy o narodowym zasobie archiwalnym i archiwach oraz rozporządzeniem Prezesa Rady Ministrów w sprawie instrukcji kancelaryjnej, jednolitych rzeczowych wykazów akt oraz instrukcji w sprawie organizacji i zakresu działania archiwów zakładowych – przetwarzanie danych osobowych jest niezbędne do wypełniania obowiązku prawnego ciążącego na Administratorze;
4. art. 9 ust. 2 lit. g RODO w zw. z art. 87 ust. 3 ustawy wdrożeniowej – przetwarzanie danych dotyczących pochodzenia rasowego lub etnicznego lub zdrowia, o których mowa w art. 9 RODO, jest niezbędne ze względów związanych z ważnym interesem publicznym, na podstawie prawa Unii lub prawa państwa członkowskiego, które są proporcjonalne do wyznaczonego celu, nie naruszają istoty prawa do ochrony danych i przewidują odpowiednie i konkretne środki ochrony praw podstawowych i interesów osoby, której dane dotyczą, z obowiązkiem zachowaniem poufności tych danych przez osoby upoważnione do ich przetwarzania;
5. art. 10 RODO w zw. z art. 87 ust. 3 ustawy wdrożeniowej – przetwarzanie danych dotyczących terminu zakończenia odbywania kary pozbawienia wolności przez osoby skazane, o których mowa w art. 10 RODO, odnoszących się do tych osób, może być dokonywane na podstawie art. 6 ust. 1 RODO wyłącznie pod nadzorem władz publicznych lub jeżeli przetwarzanie jest dozwolone prawem Unii lub prawem państwa członkowskiego przewidującymi odpowiednie zabezpieczenia praw i wolności osób, których dane dotyczą, z obowiązkiem zachowaniem poufności tych danych przez osoby upoważnione do ich przetwarzania.

**Kategorie odnośnych danych osobowych**

Zakres Pani/Pana danych osobowych, które może przetwarzać Administrator wynika z art. 87 ust. 2 i 3 ustawy wdrożeniowej. Administrator może przetwarzać także Pani/Pana wizerunek na podstawie wyrażonej przez Panią/Pana zgody.

**Źródło pochodzenia danych osobowych**

Zgodnie z art. 87 ust. 1 ustawy wdrożeniowej Pani/Pana dane osobowe są pozyskiwane:

1. bezpośrednio od Pani/Pana;
2. z systemu teleinformatycznego lub
3. z rejestrów publicznych, o których mowa w art. 92 ust. 2 ustawy wdrożeniowej.

**Odbiorcy danych osobowych**

Pani/Pana dane osobowe mogą zostać ujawnione m.in. innym podmiotom na podstawie przepisów prawa, w szczególności podmiotom, o których mowa w art. 87 ust. 1 i art. 89 ust. 1 ustawie wdrożeniowej, organom Komisji Europejskiej, podmiotom upoważnionym przez Administratora, w tym pracownikom i współpracownikom Administratora, podmiotom, które wykonują usługi związane z obsługą i rozwojem systemów teleinformatycznych, a także zapewnieniem łączności, np. dostawcom rozwiązań IT i operatorom telekomunikacyjnym, operatorom pocztowym lub kurierskim. Ponadto, w zakresie stanowiącym informację publiczną, Pani/Pana dane osobowe mogą być ujawniane każdemu zainteresowanemu taką informacją lub publikowane w Biuletynie Informacji Publicznej Urzędu Marszałkowskiego Województwa Świętokrzyskiego w Kielcach.

**Przekazanie danych osobowych do państwa trzeciego lub organizacji międzynarodowej**

Pani/Pana dane osobowe nie będą przekazywane do państwa trzeciego ani do organizacji międzynarodowej.

**Okres przechowywania danych osobowych**

Pani/Pana dane osobowe są przechowywane przez okres niezbędny do realizacji celów, o których mowa powyżej.

**Prawa osoby, której dane dotyczą**

Jeśli podstawą przetwarzania Pani/Pana danych osobowych są art. 6 ust. 1 lit. c, art. 9 ust. 2 lit. g, art. 10 RODO, posiada Pani/Pan prawo:

1. dostępu do treści danych osobowych i uzyskania ich kopii (art. 15 RODO);
2. do sprostowania danych (art. 16 RODO);
3. do ograniczenia przetwarzania (art. 18 RODO).

Ponadto jeśli podstawą prawną przetwarzania Pani/Pana danych osobowych jest art. 6 ust. 1 lit. a RODO, posiada Pani/Pan także prawo do usunięcia danych – „prawo do bycia zapomnianym” (art. 17 RODO), prawo do przenoszenia danych (art. 20 RODO) oraz prawo do cofnięcia zgody w dowolnym momencie bez wpływu na zgodność z prawem przetwarzania, którego dokonano na podstawie zgody przed jej cofnięciem.

**Prawo wniesienia skargi do organu nadzorczego**

Na podstawie art. 77 RODO ma Pani/Pan prawo do wniesienia skargi do organu nadzorczego, tj. Prezesa Urzędu Ochrony Danych Osobowych z siedzibą w Warszawie, ul. Stawki 2, 00-193 Warszawa, gdy uzna Pani/Pan, że przetwarzanie danych osobowych Pani/Pana dotyczących narusza przepisy RODO.

**Informacja o wymogu podania danych osobowych**

Podanie przez Panią/Pana danych osobowych (za wyjątkiem wizerunku) jest wymogiem ustawowym. Ich niepodanie uniemożliwi realizację przez Administratora celów określonych powyżej.

**Informacja dotycząca zautomatyzowanego przetwarzania danych osobowych, w tym profilowania**

Pani/Pana dane osobowe nie podlegają zautomatyzowanemu podejmowaniu decyzji, w tym również profilowaniu, o którym mowa w art. 22 ust. 1 i 4 RODO.

**Postanowienia końcowe**

1. Wszelkie zmiany niniejszej umowy wymagają formy pisemnej pod rygorem nieważności.
2. Wszelkie decyzje dotyczące przetwarzania danych osobowych, odbiegające od ustaleń zawartych w Umowie powinny być przekazywane drugiej Stronie w formie pisemnej pod rygorem nieważności.
3. W sprawach nieuregulowanych niniejszą umową, zastosowanie mają przepisy powszechnie obowiązującego prawa, w tym krajowe oraz europejskie przepisy dotyczące ochrony danych osobowych.
4. Umowę sporządzono w dwóch jednobrzmiących egzemplarzach po jednym dla każdej ze Stron.

Administrator danych Podmiot przetwarzający